
ISO 27001 - Decoding
the Information
Security at
Workplace

About the Program

Faculty/Trainer

Participation Fees

1200+GST

Mr. Suhas Agawane

Understanding key terminology in ISMS like Data, 
Information, Knowledge, Information Life Cycle

What is Information Security Management System 
(ISMS) and its necessity

Overview of Information Security Management Systems 
related standard like ISO 27001 [ISMS] , ISO 22301  
[BCMS], ISO 27701 [PIMS]

Understanding ISO 27001 – It’s structure (including ISO 
27002 linkage), key clause requirements and control          
requirements  

Understanding Information Risk Management including 
day-today life cases – covering process steps like risk 
assessment, evaluation, treatment, mitigation

Overview ISO 27001 implementation guidelines and 
action plans

Key benefits and necessity for having formal ISO 27001 
based information security management system and 
where relevant it’s third party certification 

He is having experience of  30 + years in quality domain 
of which 25+ years have been into consultancy,  training,  
auditing for various Management Systems.

10% Discount for QCI registered members /Auditors 
/Consultants and for 2 or More participants from same org.

Objective & Key Takeaways
Understanding Key Terminologies like Information Security.

Understanding of ISO 27001 Information Security Management 
System (ISMS) standard Structure and it’s requirements, 
Implementation Guidelines  

Understanding Information Risk Management Process

Who can Participate
CEO/COO of MSME, Start-ups; CTO, CIO, IT heads of Unicorns, 
Medium scale firms

Start-ups, Unicorns and MSME Sector organization from 
Technology, IT, Software/ App, Service Aggregator, Fintech, 
Healthcare domain

Traditional manufacturing sector organization where their 
business is driven by proprietary / confidential product design 
/ concept / technology / formulation such as pharma, cosmetic, 
speciality material / products, food, automobile, engineering

Health care sector (In view of DISHA act and upcoming Indian 
Data Privacy Act) – Hospital, Diagnosis centre, Day care and 
Clinics

BIFR sector (In view of RBI IT regulation, IRDA CyberSec 
guidelines, IT Act 2000 and upcoming Indian Data Privacy Acts) 
– Insurance agents / channel partner firms, Finance & Wealth 
planners, Co- cooperative & schedules banks, Loan & Capital 
Advisory services, CA and accounting firms

Established software, IT and ITES driven business domain firms 

12th February, 2022

10.30 AM to 5:00 PM

Last date for registration
11th February 2022

Training and 
Capacity Building

Registration Link : https://bit.ly/3fXQ1sy

for query please contact: Mr. Prasoon Misra  |  +91-7571 908641
Assistant Director, NBQP

Ms. Kokila Gaur  |  +91-96541 70686
Administrative Officer, NBQP


